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reporter with HHC, MNC-I in June 2004 and was embedded during the 
lead-up to the Iraqi Elections in January 2005.
Ibid.
Ibid.
Geraldo Rivera, Fox News, was embedded in the weeks leading 
up to and including the surprise hand over of sovereignty from U.S. 
Administrator L. Paul Bremer to the Iraqi Interim Government on 28 
June 2004, two days earlier than expected.
Shanker. 
Christine Hauser and Thom Shanker, “The Conflict in Iraq: Election 
Day; Voters in Mosul Need Shield of Snipers,” New York Times, 28 
January 2005 (Late Edition), sec. A, pg. 1.  Story follows: MOSUL, Iraq, 
Jan. 27 - Snipers are taking up positions across Mosul.  The concrete 
barriers around the voting sites are up.  The actual polling stations are 
being opened, replacing the decoys set up to deceive the insurgents. 
An election will be held Sunday in this violence-racked city of 1.6 million, 
but it remains an open question here – as in so many other Sunni Arab 
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cities where the insurgent presence is strong – whether enough people 
will brave the dangers to vote in significant numbers.  “Mosul is a hot 
spot,’’ said Salem Isa, the head of security for Nineveh Province.  “We 
have special security plans and will try to take all the possible steps to 
get them to the boxes peacefully.’’  It will not be easy.  Even handling 
election materials is considered so dangerous that ballots and ballot 
boxes will be distributed to the 80 polling centers by armored American 
military convoys.  “The military has to do it because of the security 
situation,’’ said Khaled Kazar, the head of the elections commission 
here.  “No one would ever volunteer to move this stuff.’’  Once considered 
a model city of the occupation, Mosul has descended into a hellish 
sectarian stew, 65 percent Sunni Arab and 30 percent Kurdish, with 
a sprinkling of Turkmens, Assyrians and other ethnic groups.  Making 
matters worse, in November thousands of police and security officers 
abandoned their posts under an insurgent assault that coincided with 
the American attack on Falluja.  Since then, scores of civilians have 
died in attacks.  Kurds, government officials and Iraqi security officers 
have been massacred.  Thousands of American troops poured into 
the region after the uprising in November, anchoring security, arresting 
suspects, uncovering caches of weapons and carrying out raids in some 
of the most extensive military operations in the country.  Hundreds of 
Kurdish fighters have been sent here to enforce security.  But much 
damage had been done, and election officials were left scrambling 
to catch up.  Mosul’s 700 election workers, threatened by insurgents, 
walked off the job.  A warehouse full of ballot papers was attacked and 
burned in December.  “It has not gone to plan,” said Maj. Anthony Cruz, 
the liaison officer between the elections commission in Mosul and the 
American military.  “They had to reconstitute a large portion of staff.”  To 
recruit more election workers, Mr. Kazar promised prospects a secure 
place to stay, food provisions and a bonus of $500 – a major sum in Iraq 
right now.  The drive apparently paid off to some extent.  On Thursday, 
Mr. Kazar was busy leading a group of new recruits in the basics of 
balloting.  At a guarded building in Mosul, he demonstrated how to 
mark voters’ fingers so they could not vote twice, how to use the voting 
booths and how to check identities.  One election worker said he joined 
the commission because he was convinced it was the only way to get 
the country out from under military occupation.  “We need an election 
to get a real government going and to get real police and security 
forces,’’ said the man, a 25-year-old Arab from Mosul, who declined 
to be named because, he said, he would be “slaughtered” if he were 
identified.  American officials have been trying to convince Iraqi voters 
that they can vote safely.  “American and Iraqi operations conducted 
over the last several weeks have set the conditions for the vast majority 
of Iraqis to vote safely,” Gen. George W. Casey Jr., the senior American 
commander in Iraq, said in a brief interview here.  But even so, he 
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warned, “there will be violence.”  This week, an American-military 
supported radio talk show called “Your Voice” hit the airwaves to try to 
inform Iraqis in the area about the process and to drum up new recruits 
for election work.  In about half an hour on the air, Mr. Kazar fielded at 
least five calls from listeners.  “We will take every possible precaution 
to make the election sufficiently secure,’’ he told one listener.  Another 
man called up and apparently voiced wariness about the election.  “This 
is your future, beginning from your neighborhood, your city and your 
country,’’ Mr. Kazar answered.  Despite such efforts, however, turnout 
is expected to be low.  To begin with, many Sunni Arabs here and 
throughout Anbar Province, home to Falluja, Ramadi and other volatile 
cities that form the center of the resistance, are not interested in voting 
under any circumstances.  With that alienation and the pervasive threat 
of violence, officials are expecting a turnout of only about 30 percent 
in the Arab section of Mosul and are hoping for as much as 50 percent 
in the more secure Kurdish area.  But they caution that these are just 
guesses, and that the actual turnout will be affected by what happens 
on Sunday.  Brig. Gen. Carter Ham, commander of coalition forces 
across northern Iraq, said his “nightmare scenario” would be “multiple, 
simultaneous suicide attacks early on election day.”  The goal of such 
an insurgent offensive, he said, would be to deter voters just as the polls 
open, when many people were still making up their minds whether to 
venture out.  “The real key is Iraqi security forces,” said General Ham. 
They will be guarding election places between now and Sunday, and 
searching voters on election day.  American troops, he said, would be 
on patrol and on call, but away from the polling places.  Meanwhile, 
Mr. Kazar was giving his raw recruits last-minute instructions on voting 
procedures.  “They will go to the cabinet and fill out the ballot,’’ he 
said. “He will go to the box.’’  Then, he said, putting his hand on top of 
two clear plastic containers, “These are ballot boxes.”  The 30 or so 
election recruits listened raptly.  Mr. Kazar folded up two ballot papers, 
one for the national assembly and another for provincial elections, and 
placed both of them in one box, pausing for effect.  “Some will want to 
put both ballots in one box, but don’t let them,” he said.  And finally: 
“When the ballot box is full, secure it well.”
Baggio.
Ibid.
Thom Shanker, “The Iraqi Election: Patrols; American Forces in Iraq 
Brace For Their ‘Day of Reckoning,’” New York Times, 30 January 
2005 (Late Edition), sec. 1, p. 18.  Story follows: BAGHDAD, Iraq, Jan. 
28 – Col. Mark A. Milley picked his way through open sewage and 
ankle-deep mud that stuck to his boots like sand-colored glue as he 
led a manhunt through the Abu Ghraib slum, his target the assassin 
of an Iraqi security officer.  The mission, punctuated by random small-
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arms fire from a housing block, ended with Colonel Milley getting 
neither his man nor annoyed.  Meeting next with the police general 
for Baghdad west of the Tigris River, the colonel was told that the Iraqi 
police were threatening to boycott duty as election sentries on Sunday 
if they did not get more automatic weapons.  Colonel Milley calmly said 
that he had been pressing the American military and the Iraqi Interior 
Ministry for the weapons.  In fact, across a day of patrols through one 
of Baghdad’s most threatening sectors, Colonel Milley raised his voice 
only once, when a jobless father of three said he was too fearful to go 
to the polls.  “I traveled 7,000 miles from Fort Drum, N.Y., so you could 
vote!” he said at a volume just below that of approaching thunder.  “So 
you better get out and vote.  Show some courage.”  Colonel Milley told 
the Lebanese-American interpreter for the 10th Mountain Division’s 
Second Brigade, which he commands: “Translate that.  Translate every 
word.  And tell the rest of these people, too.”  For an American military 
that already has lost more than 1,000 lives to hostile action in Iraq, 
guaranteeing the election on Sunday offers the clearest, most precise 
mission since President Bush commanded the military to drive straight 
for Baghdad almost two years ago.  Since then, American forces have 
executed a complex set of orders to battle home-grown insurgents and 
shadowy attackers, help rebuild Iraq’s economy and train a new army, 
all incremental projects that will continue beyond the 12-month tour of 
any soldier here.  “That’s why, for us, the day of reckoning is Jan. 30,” 
said Maj. Michael Lawrence, executive officer of the First Battalion, 
24th Infantry, based at Mosul.  “We think we’re being successful.  We 
also know we can’t let one day define the entire effort.  But this is our 
mission now.”  Soldiers on point do not debate evidence on Saddam 
Hussein’s program of unconventional weapons.  They do not argue 
exit strategies or disengagement.  And the question of whether enough 
troops are committed to Iraq is answered by looking to their immediate 
left and right.  They pass the Skittles and PowerBars, load their weapons 
and just want to get through the patrol, election day, their tour in Iraq, 
and then go home.  “It’s a funny thing: They don’t want us here, and 
we don’t want to be here,” said First Sgt. Robert Wright of Company A, 
First Battalion, 24th Infantry.  He is one of those small-unit leaders who 
is so sharp at guiding soldiers into urban combat that he has picked 
up the nickname Jedi. “We know it’s important to get these people 
back on their feet,” he said.  Company A knows most directly about 
loss from this unconventional war, where even Iraqis who work among 
them may be their enemies, or an enemy may be wearing a uniform 
stolen from one who works among them.  The commander, Capt. Bill 
Jacobsen, was one of the 22 killed when a bomb struck a mess tent 
in Forward Operating Base Marez last month in Mosul.  Capt. Jeffrey 
Van Antwerp was thrust into command.  “We didn’t lose a step,” he 
said.  “We got up and moved out.”  This week he moved his men onto a 
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square beneath a mosque in Mosul where mortars were launched five 
minutes earlier.  Seven men were rounded up as possible witnesses to 
the mortar attack.  Captain Van Antwerp quizzed each, in a tough way. 
But after shouting questions at the seventh – he wore a T-shirt with 
the “Friends” television show logo – Captain Van Antwerp relented.  
He let them go, but only after telling them to vote.  “We have to get 
the information about the insurgency,” he said.  “But we don’t want to 
create more sympathizers for the anti-Iraqi forces.”  In the fight against 
those insurgents, by late Friday, Colonel Milley’s efforts for the Baghdad 
police general had helped bring in 80 percent of the requested AK-47’s.  
“Victory is won one inch at a time,” he said. 
Thom Shanker and Eric Schmitt, “The Iraqi Election: The Military; 
Security Efforts Hold Insurgents Mostly at Bay,” New York Times, 31 
January 2005 (Late Edition), sec. A, p. 1.  Story follows:  WASHINGTON, 
Jan. 30 – By increasing American troop strength in Iraq, banning 
all civilian car traffic and ordering a host of other security measures 
– some within standard military procedure and others distinctly not 
– American and Iraqi forces widely thwarted insurgents who had 
threatened to wash the streets with blood.  Even so, military officers 
acknowledged that the security measures could not all be sustained 
over time and that insurgents might still be capable of conducting a 
catastrophic attack.  But even on a day where as many as 44 people 
were killed, including nine suicide bombers, and 100 wounded in 
insurgent attacks, Pentagon officials and military officers said they 
had expected much worse.  And they pondered whether their major 
offensive push over recent weeks had, in fact, knocked the insurgency 
back on its heels.  Some even cautiously ventured that election day 
had been a test for the insurgency, too, and it had been found unable 
to press a sustained, timed attack in the face of a concerted defense.  
And perhaps more important, it seemed unable to keep Iraqi voters at 
home through intimidation.  The American military pushed its presence 
in Iraq from 138,000 to 150,000, the highest level since Baghdad fell, 
and one senior officer involved in the planning said insurgents had 
blundered in waiting too long to mount their own pre-election offensive.  
Just a week ago, Abu Musab al-Zarqawi, the Islamic militant who is the 
most wanted insurgent in Iraq, warned in an audiotape broadcast on 
the Internet that any Iraqi who voted deserved death.  Commanders 
had received plenty of intelligence that insurgents had been hoping to 
present a nightmare scenario of multiple car bombings early on election 
day to dissuade Iraqis from venturing out to the polls.  So a nationwide 
ban on civilian automobile traffic was ordered, and vast swaths of major 
cities were declared no-parking zones.  “They were saving them,” the 
officer said, referring to insurgent car bombs.  “And I think they saved 
them for nothing.”  Every soldier on election duty heard intelligence 
warnings that insurgents would try to slip bomb-laden suicide vests into 
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polling places beneath the long gowns of an Iraqi woman or of a man 
in woman’s clothing.  That presented a particular difficulty in a society 
where it is not acceptable for a man to search a woman, and there 
were hardly enough women in the Iraqi Interior Ministry to spend a day 
at every polling site conducting body searches.  But American officers 
devised a solution.  They agreed on a plan with Iraqi security forces, 
who were the visible presence inside each polling place, that one of the 
first women to arrive at larger polling places would be searched, and 
that woman would in turn be asked to search 10 others.  One of those 
10 would then search 10 others before voting, and so on in a daisy 
chain.  Another concern was insurgents masquerading as Iraqi security 
forces to penetrate polling sites.  To counter that threat, the American 
military printed special badges just for Iraqi forces on election duty, 
each numbered and registered.  Misdirection played a large part in the 
plan.  The American military mounted patrols and ordered preparations 
in areas that were never meant to be opened to voters, trying to bait the 
insurgents into planting bombs or planning attacks in the wrong places.  
The announcements of the official polling places were withheld until 
Thursday night.  Plans for election security began taking on a fever pitch 
just after November’s operation to rout insurgents from Falluja, and 
quickened even more after Jan. 1.  In just the past six weeks, American, 
Iraqi and other forces conducted more than 1,000 cordon and search 
operations, and mounted more than 400 specific attacks on suspected 
insurgent and terrorist targets.  The military does not release internal 
estimates of insurgents killed in action.  But a number of officers said 
the pre-election offensive resulted in the capture or death of 30 percent 
to 50 percent of the names on their target lists.  “No organization can 
operate with those kinds of losses,” one commander said.  Lt. Gen. 
Thomas F. Metz, commander of day-to-day military operations in Iraq, 
ordered the stockpiling of ammunition, food and fuel, partly motivated 
by the desire to halt military convoys before the election, depriving 
insurgents of a target and allowing troops usually on convoy security 
duty to focus on attacking insurgents and assisting in the defense of 
election sites.  Commanders also took a number of unusual steps to 
reassign large numbers of soldiers from support and logistics missions 
to a security role out on the streets, increasing the combat force on 
the streets of Baghdad by one-third.  Although dozens of people were 
reported killed in suicide bombings and other attacks around Iraq on 
Sunday, Pentagon officials and senior American commanders in Iraq 
expressed relief and some surprise that the violence was not worse.  
“I admit to being surprised at the level of insurgent activity,” Brig. Gen. 
Carter Ham, commander of American forces in northern Iraq, said 
in an e-mail message after the Iraqi polls had closed.  “I thought it 
would be much higher.”  Many American commanders saluted the 
Iraqi security forces, whose decidedly mixed performance in recent 
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weeks and months has caused some American officers as well as top 
Bush administration officials to question the Iraqis’ ability to secure 
their own country.  Maj. Gen. John Batiste, who commands the First 
Infantry Division, said in an e-mail message on Sunday night that the 
insurgents’ “ineffective attacks” hampered fewer than 3 percent of the 
951 polling stations in the four provinces in north-central Iraq that his 
forces oversee.  Commanders warned, however, against being lulled 
into any false sense of security after the voting.  “The post-election 
period will still be a high-threat period as it is likely, in my opinion, that 
the insurgents will try to detract from the successes of today,” General 
Ham said.  He predicted that insurgents now would single out voting 
officials, Iraqi security forces “and certainly the winners, once they are 
announced.” 
Baggio.17.
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Section Two – Information Effects

Deprogramming an Ideology: Thought Control and the War on 
Terrorism
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structure can be made applicable to the Islamic religious structure.  This 
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